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• Board Fiduciary Duties

• The Duty of Oversight

• Board’s Role in Overseeing an Effective Compliance Program

• Board’s Oversight of Quality of Care

• Board Quality of Care Initiatives 

• Quality Improvement and Patient Safety Plan

Agenda
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Under Colorado law, special district board members: 

• Exercise a “public trust” and 

• Have a fiduciary duty to act in the best interests of 

• The community; and 

• Colorado’s citizens

Special District Board- Fiduciary Duties
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Fundamental Obligations 

• Duty to act for the public benefit 

• Duty of disclosure

• Duty to avoid conflicts of interests

• Disclose conflicts and recuse from related votes

• Avoid personal financial interests in board matters

• Do not use confidential information or accept improper gifts

• Proof beyond a reasonable doubt of violating obligations below is proof of breaching 

fiduciary duty and public trust.

Special District Board- Fiduciary Duties
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Liability for Breach of Fiduciary Duty

• Under Colorado law, special districts directors are personally liable to the 

people of the state for breaches of fiduciary duty and may be held to the same 

liabilities as a private fiduciary.

Penalties for breach can include:

• Civil actions and penalties  

• Payment of damages

• Removal from office

• Possible criminal prosecution

Board of Directors Liability & Legal Protections
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• Tort Immunity (Colorado Governmental Immunity Act): Directors are 

generally protected from personal liability for actions taken in good faith within 

the scope of their official duties.

• No immunity for:

• Willful misconduct

• Actions outside their authority

• Legal violations

Board of Directors Liability & Legal Protections
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The Decision-Making Function

• The application of duty of care principles as to a specific decision or a 
particular board action.

• Fiduciary standard of care - Director must discharge his or her duties:

• In good faith; 

• With the care an ordinarily prudent person in a like position would 
exercise under similar circumstances; and 

• In a manner he or she reasonably believes to be in or at least not 
opposed to the best interests of the organization.

Decision Making and Oversight Duties
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The Oversight Function

• A Board must act in good faith in the exercise of its oversight responsibility for its 

organization, including making inquiries to ensure: 

•  a corporate information and reporting system exists and

•  the reporting system is adequate to assure the Board that appropriate 

information relating to compliance with applicable laws will come to its attention 

timely and as a matter of course.

This function is directly related to the Board’s obligation to oversee the quality of 

care provided by the organization’s providers, and that the District complies with 

all applicable laws.

Decision Making and Oversight Duties
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2 Types of Director Liability

1. Director’s decision was ill advised or “negligent”.

• Decision will be measured by the “Business Judgment Rule”

• No liability where decision was the result of a rational process or a 

good faith effort to advance corporate interests.

Decision Making and Oversight Duties
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2 Types of Director Liability

2. Failure to monitor

• Liability for “an unconsidered failure of the Board to act in 
circumstances in which due attention would have, arguably, prevented 
the loss.”

• Director must “attempt in good faith to assure that a corporate 
information and reporting system, which the Board 
concludes is adequate, exists.”

Decision Making and Oversight Duties
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• Legal and Regulatory Compliance

• Quality Management and Improvement

Corporate Information and Reporting 
systems
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• What are our goals and how are they measured?

• Who measures our progress and makes sure we are going in the right direction?

• How are quality measurement and improvement integrated with operations?

• How do I learn about and keep up to date on our quality goals and processes?

• Do I have the knowledge I need to understand how we’re doing?

• How do our quality, compliance and risk management programs work together?

• How do people report quality concerns, and are they encouraged to do so and protected when they do?

• Do we have the right people in place to support safety and quality, and enough of them?

• How are people held accountable for the quality of care provided?

• How are mistakes identified, and how do we learn from them?

Key Questions in Decision Making and Oversight 
Contexts
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• Federal and State Fraud and Abuse Laws

• Civil Monetary Penalties

• Anti-Kickback Statute (federal and Colorado)

• Stark Law (if DHS)

• False Claims Act (federal and Colorado)

• HIPAA & State Privacy Laws

• State Licensure Laws and Regulations (for employed medical professionals)

• State “governmental entity” laws

• Statutes governing investment restrictions.

• Colorado Local Government Fiscal Procedures Act.

• Colorado Open Records Act

• Colorado Sunshine Law (e.g., Open Meetings Law).

• Colorado Governmental Immunity Act

And many more, depending on services and structure

Compliance - With What?
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• It’s the right thing to do - supports ethical care and community trust.

• Non-compliance can result in severe penalties that may cripple the District and 

community.

• Poor or undocumented quality and value can threaten program viability; law 

enforcement is increasing scrutiny of providers serving federal beneficiaries. 

• Failure to ensure or demonstrate quality and value can threaten program viability 

and increase scrutiny from regulators and law enforcement.

• Demonstrating high quality and value strengthens the District’s mission and 

financial health.

• Boards and individual Board Members may be held personally liable for failing to 

ensure compliance with applicable laws and regulations.

Why Does Compliance Matter?
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• Good, effective compliance program is key to discharging 

director oversight duties. 

• HHS-OIG Compliance Program Guidance offers a voluntary, 

nonbinding framework for building a strong compliance 

infrastructure, and implementing these standards shows a 

proactive, good-faith commitment to compliance and can reduce 

legal risk.

HHS-OIG Compliance Program Guidance
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Written Policies and Procedures: Develop, maintain, and regularly update 

written policies, procedures, and a code of conduct that clearly communicate the 

organization’s commitment to compliance, outline expected behaviors, and address 

specific risk areas (e.g., billing, coding, quality of care). 

• Ensure these are accessible and understandable to all relevant individuals..

• OIG suggests making “adherence to compliance as an element in employee 

evaluation”.

7 Essential Compliance Program Elements
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Compliance Leadership and Oversight 

Appointment of a high-level chief compliance officer and creation of a compliance 

committee, reporting directly to CEO and governing body.

• OIG suggests that these not be or include general counsel or the CFO.

• However, as long as employees involved are “high level”, this is left to hospital’s 

discretion. If resources are limited, designate a compliance contact (not involved 

in billing/coding/legal) who reports regularly to the CEO.

• Establish a compliance committee to support the officer, oversee the compliance 

program, and regularly report to the board.

7 Essential Compliance Program Elements
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Training and Education

Provide ongoing, role-specific compliance training (at least annually) to all staff, 

board members, contractors, and health care providers. 

• Training should cover compliance policies, reporting mechanisms, non-

retaliation, and relevant laws and risks.

• Key is “effective.” Cannot simply produce compliance materials and require 

employees to read them on their own.

• Consider train and educate “agents and independent contractors” on standards of 

conduct

7 Essential Compliance Program Elements
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Effective Lines of Communication with the Compliance Officer and 
Disclosure Programs

Create multiple, well-publicized channels for staff to ask compliance questions or 
report concerns, including anonymous options (e.g., hotline, drop box).

• Process must be effective and tailored to the institution/area. 

• For instance, “compliance email box” is not going to work where internet 
access is difficult.

• OIG prefers anonymous reporting, but that has problems too.

• Post OIG hotline information if anonymity is difficult due to size.

• Ensure policies protect whistleblowers from retaliation and that all reports are 
logged and tracked.

7 Essential Compliance Program Elements
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Risk Assessment, Auditing, and Monitoring

Conduct regular (at least annual) compliance risk assessments, and use findings to 
develop an audit and monitoring plan. 

• Monitor high-risk areas, review controls, and evaluate the effectiveness of the 
compliance program.

• Keep risk assessments and audits simple and focused on high-priority risks (e.g., 
claim denials, licensure status). 

• Use available data and staff meetings to identify risks. Monitor for excluded 
individuals and maintain licensure/certification checks.

7 Essential Compliance Program Elements
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Enforcing Standards: Consequences and Incentives

• Clearly define and consistently enforce disciplinary actions for 
noncompliance, as well as incentives for compliant behavior. 

• Ensure consequences are fair and applied at all levels, and recognize 
individuals who contribute to compliance.

7 Essential Compliance Program Elements
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Responding to Detected Offenses and Developing Corrective Action Initiatives

Promptly investigate reported or detected compliance issues, take corrective action (e.g., policy changes, 

training, refunds), and report violations to authorities as required. 

• Must be a system to respond to allegations of non-compliance.

• Standards must be consistently enforced through appropriate discipline.

• After an offense is detected, you must have a system to respond appropriately and prevent similar 

offenses.

• Document investigations and corrective actions, and analyze root causes to prevent recurrence.

• Assign someone to handle investigations and corrective actions. Be prepared to create corrective 

action plans, return overpayments, and report to government agencies if necessary. Use findings to 

improve policies and training.

7 Essential Compliance Program Elements
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Establish quality and patient safety committee that meets regularly and 

reports to the full Board. 

• Draft Committee Charter

• Committee should have medical provider participation

• Consider structuring to ensure legal confidentiality and privilege protections are 

preserved (if applicable).

• Ensure policies are regularly reviewed with management and 

medical staff on policies of quality of care and address deficiencies 

and keep up with evolving standards.

Board-Level Initiatives to Improve Quality of Care
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• Establish a quality/patient safety dashboard to monitor key safety and 

performance metrics 

• Review dashboard at every Board meeting.

• What gets measured is what gets done. 

• Follow up with more specific ‘scorecards’ in particular areas.

• Focus on a manageable set of key quality indicators, working with 

management to ensure their dashboard highlights the most 

meaningful measures for oversight.

Board-Level Initiatives to Improve Quality of Care
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• Ask yourself these questions (OIG-HCCA Roundtable):

• How good is the quality of care at your facility/in your programs?

• How do you know?

• Rate-based

• How often do we harm patients?

• How often do we provide evidence-based care? 

• Non-rate based

• How do we know we learned from mistakes? 

• How well have we created a culture of safety? 

Board-Level Initiatives to Improve Quality of Care
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• Ensure existence and annual review of written quality improvement and patient 

safety plan.

• Required for hospitals by CMS COP’s, Colorado licensing regulations

• Auditing mechanism for quality and safety data, like financial data.

• CEO (and other C’s) compensation based on achievement of measurable improvement 

targets for quality of care and patient safety.

• Obtain continuous education on quality and patient safety standards.

• LIP employment/contracting (directly or through subsidiary)

• Compensation focused on quality metrics, plus financial performance.

• Reward quality

Board-Level Initiatives to Improve Quality of Care
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• Survey of quality and safety culture.

• Use of survey results to shape improvement efforts.

• Routine mechanism to tap the wisdom of caregivers.

• Involve patients:  

• OIG – HCCA Roundtable - “Often the best way to identify a hospital’s weaknesses is to 

hear from patients and their family members. 

• Share data with peers and throughout organization.

• However, be mindful of maintaining confidentiality and privileges applicable to quality 

information

• PSO opportunities

• Full disclosure to a harmed patient

Board-Level Initiatives to Improve Quality of Care
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Questions and Discussion 
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Financial Systems Assessment

KEY IMPROVEMENTS & THEIR SIGNIFICANCE FOR BOARD OVERSIGHT



Executive Summary
➢Over the past nine months, the Health District’s financial operations have undergone a 
extensive assessment. This report documents the findings of that process, focusing on 
key areas including Internal Controls, Financial Systems, and Financial Reporting and 
Budgeting.

➢Initial findings were first presented to the Board in the August 2024 Financial Reports, 
with ongoing updates provided in subsequent reports. As such, many of the issues 
outlined here have already been communicated.

➢Each item identified was evaluated against established accounting standards, industry 
benchmarks, and best practices for governmental entities. Improvements have been 
implemented to align the District’s financial operations with guidance from GASB, GAAP, 
GFOA, COSO, AICPA, AGA, HIPAA, FASB, APA, as well as applicable Colorado and local 
statutes.



Internal Controls Enhancement Summary

What We Found Why It Matters to the District Relevant Standards/Best Practices How We’ve Strengthened Our Practices

Former personnel retained access: People who 

left the organization remained on bank and 

investment accounts, and access was not granted to 

current staff or Board members in accordance with 

Board policies or reasonable operational timelines.

CRITICAL IMPORTANCE: This practice deviates 

from security considerations, possibly allowing 

unauthorized individuals to access public funds.

GFOA best practice guidance recommends prompt 

removal of access when personnel changes occur. ¹ 

Industry frameworks like COSO emphasize the 

importance of access controls. ² The Colorado Local 

Government Financial Management Manual provides 

guidance on access control procedures. ³

All former personnel have been removed from 

accounts. HR now follows a termination checklist 

that immediately revokes all financial access when 

someone leaves or when a transition occurs.

Bank reconciliations: The same staff who created 

transactions also reviewed them. *

HIGH IMPORTANCE: This is like having students 

grade their own tests. When the same person both 

processes and checks transactions, errors can go 

unnoticed, and it creates opportunities for funds to be 

mishandled.

Segregation of duties represents a fundamental 

principle in the COSO Internal Control Framework. ⁴ 

GFOA best practices emphasize separation of 

transaction execution and verification. ⁵ Government 

Auditing Standards (Yellow Book) provides guidance 

on appropriate control activities. ⁶

YPTC performs all monthly bank reconciliations. 

YPTC can see the statements but cannot move 

money, creating a crucial safeguard for public funds.

Missing financial documentation: Support for 

balance sheet accounts was inconsistently 

maintained or missing. *

HIGH IMPORTANCE: Without proper 

documentation, we cannot verify if financial 

statements are accurate. This impedes 

organizational decision making and resource 

allocation across management and leadership levels 

of the organization.

GASB Concept Statement No. 1 emphasizes the 

need for verifiability of financial information. ⁷ 

Colorado has statutory requirements for 

governmental financial documentation retention. ⁸ 

GFOA materials outline documentation standards as 

a best practice. ⁹

YPTC conducted a comprehensive review and clean-

up of all balance sheet accounts, identifying and 

correcting misstatements. All accounts are now 

reconciled monthly with complete documentation. 

This creates a clear "audit trail" that allows for 

verification of all public funds and financial positions.

Incomplete internal control reporting: Previous 

descriptions of internal controls were 

misrepresented. 

HIGH IMPORTANCE: Accurate reporting of controls 

is essential for board oversight. When controls are 

represented inaccurately, the board cannot fulfill its 

fiduciary responsibilities.

Government Auditing Standards emphasize the 

importance of accurate internal control reporting to 

governing bodies.¹⁰Colorado special district 

governance standards outline fiduciary 

responsibilities.¹¹Transparency in control 

environment reporting is considered fundamental to 

public entity governance.¹²

The 2024 audit included full transparency about our 

control environment. We are documenting all control 

procedures to ensure the board has accurate 

information for oversight to ensure they can fulfill 

their fiduciary oversight duties.

Information silos: Financial information and 

processes were held within specific roles rather than 

shared across the finance team or across 

departments. *

MEDIUM IMPORTANCE: This creates blind spots in 

financial oversight and makes coordinated planning 

and evaluation difficult. This practice can also cause 

redundant and inefficient workflows, delays in 

financial reporting, and missed opportunities for 

gaining a comprehensive view of financial 

performance.

GFOA best practices recommend integrated 

approaches to financial information management. 

¹³COSO frameworks emphasize information and 

communication across organizational functions. 

¹⁴Governmental entity best practices encourage 

cross-departmental information sharing. ¹⁵

Leadership has established regular intra-

departmental and cross-departmental financial 

communication. This transparent approach improved 

both our 2025 Budget development and 2024 Audit 

completion.



Accounting Systems Modernization Summary
What We Found Why It Matters to the District Relevant Standards/Best Practices How We’ve Strengthened Our Practices

Disabled audit trails: System tracking of user activity was 

not fully used.

CRITICAL IMPORTANCE: Without audit trails, it's 

impossible to see who made changes in the financial 

system, creating accountability gaps and making 

investigation of discrepancies impossible.

COBIT 5 IT governance framework recommends robust 

audit logging for financial systems. ¹⁶NIST cybersecurity 

guidelines outline controls for system monitoring. ¹⁷GFOA 

technology best practices emphasize maintaining activity 

logging. ¹⁸

Comprehensive audit trails now track all system activity, 

creating accountability and allowing for complete review of 

any questionable transactions.

Self-approval capability: Users could approve their own 

financial entries. *

CRITICAL IMPORTANCE: Self-approval eliminates a 

fundamental financial safeguard. This would be like 

allowing someone to approve their own expense reports 

without any oversight.

GFOA materials address segregation of duties in electronic 

environments as a best practice. ¹⁹COSO frameworks 

emphasize separation of incompatible duties. ²⁰The 

Colorado Local Government Financial Management 

Manual provides guidance on approval processes. ²¹

All financial transactions now require separate user 

validation, eliminating the possibility of self-approval and 

strengthening protection of public funds.

Oversized chart of accounts: Our system had over 3,400 

general ledger accounts (normal for our size is 200-400). *

HIGH IMPORTANCE: Too many accounts make financial 

oversight nearly impossible. It is like having 3,400 different 

budget categories for your household - too complex to 

monitor effectively or evaluate performance of programs or 

services. 

GFOA guidance suggests streamlined charts of accounts 

to improve clarity. ²²Industry standard practices for 

organizations our size typically recommends 200-400 

accounts. ²³Excessive complexity creates unnecessary 

reporting challenges according to governmental accounting 

frameworks. ²⁴

Our new system has approximately 200 accounts, making 

financial reporting clearer and oversight significantly more 

manageable for the board and management.

Missing approval workflows: Bank transactions lacked 

documented, structured approval processes. *

HIGH IMPORTANCE: Without formal approvals, 

transactions could be processed without proper oversight, 

creating a significant risk of error or misuse of funds.

GFOA best practices for treasury management 

recommend structured approval processes. ²⁵COSO 

frameworks emphasize control activities for transaction 

approval. ²⁶Public sector standards include documented 

approval workflows as a fundamental control. ²⁷

Our new system requires structured approvals for all 

financial transactions, ensuring proper oversight before any 

public funds are moved.

Deletion of financial history: The system allowed 

removal of accounts with transaction history.

HIGH IMPORTANCE: The ability to delete financial history 

undermines the integrity of all financial reporting and 

violates basic accounting principles and public records 

requirements.

GASB standards emphasize the preservation of financial 

records.²⁸ Colorado public records retention requirements 

apply to financial data.²⁹ Maintaining historical transaction 

integrity is a fundamental accounting principle. ³⁰

Our new system prevents the deletion of any account with 

transaction history, preserving complete financial records 

as required for public agencies.

Excessive vendor records: Over 6,000 vendor records in 

the system.

MEDIUM IMPORTANCE: An oversized vendor list makes it 

difficult to monitor who we are paying and increases the 

risk of duplicate or fraudulent payments.

GFOA purchasing best practices recommend maintaining 

streamlined vendor databases. ³¹Vendor management 

control standards emphasize proper maintenance of 

vendor information. ³² Fraud prevention frameworks 

identify vendor file maintenance as a key control area. ³³

After cleanup, we now maintain 219 active vendor records, 

allowing for much clearer oversight of who receives public 

funds.

Excessive customer records: Nearly 12,000 customer 

records including patient information.

HIGH IMPORTANCE: Maintaining unnecessary personal 

information creates privacy risks and regulatory 

compliance concerns.

HIPAA regulations include requirements for minimization of 

protected health information. ³⁴Data privacy best practices 

emphasize maintaining only necessary patient data. 

³⁵Colorado privacy laws create obligations for entities 

maintaining personal information. ³⁶

Following thorough review, we maintain only 16 

institutional customer records, reducing privacy risks while 

improving oversight clarity.



Financial Reporting & Budgeting Summary
What We Found Why It Matters to the District Relevant Standards/Best Practices How We’ve Strengthened Our Practices

Inconsistent accounting methods: Multiple approaches 

were used simultaneously- cash basis, full accrual, 

modified accrual. *

CRITICAL IMPORTANCE: Using different accounting 

methods is like measuring some things in miles and others 

in kilometers - it creates confusion and makes accurate 

comparison impossible.

GASB Statement No. 34 provides guidance on consistent 

governmental accounting methodology. ³⁷Generally 

Accepted Accounting Principles (GAAP) emphasize 

consistency in financial reporting. ³⁸GFOA standards 

recommend standardized approaches for governmental 

financial reporting. ³⁹

We have standardized our accounting methodology to 

align with the modified accrual basis throughout all 

financial processes, ensuring consistency and accuracy in 

financial reporting.

Non-standard financial statements: Reports did not fully 

align with governmental standards. *

HIGH IMPORTANCE: Governmental accounting standards 

exist to ensure clear, consistent reporting for public 

oversight. Non-compliance undermines transparency and 

comparability.

GASB Statement No. 34 outlines governmental financial 

reporting requirements. ⁴⁰Colorado has specific reporting 

requirements for special districts. ⁴¹Standard governmental 

financial statement structures ensure transparency and 

comparability. ⁴²

Financial statements now include all required 

governmental fund reports, ensuring full compliance with 

standards and improved clarity for the board and public.

Financial statement inconsistencies: Key figures 

differed across reports. *

HIGH IMPORTANCE: When numbers do not match across 

reports, it signals potential errors and undermines 

confidence in all financial information.

GAAP emphasizes consistency in reported figures across 

all financial statements. ⁴³GASB guidance addresses 

consistency requirements for governmental entities. ⁴⁴Data 

integrity is considered fundamental to governmental 

financial reporting. ⁴⁵

We have implemented cross-validation procedures to 

ensure consistency across all financial statements, 

significantly improving reliability of financial information.

Budget methodology issues: Inconsistent approaches to 

budget development. *

HIGH IMPORTANCE: Budget accuracy directly impacts 

service delivery, performance evaluation and financial 

sustainability. Methodological issues can lead to resource 

misallocation or financial surprises.

GFOA publishes extensive materials on best practices for 

governmental budgeting. ⁴⁶Colorado statutes contain 

specific requirements for special district budgeting 

processes. ⁴⁷Consistent methodology is considered 

essential for public sector budgeting. ⁴⁸

The 2025 Budget used standardized, best-practice 

methodologies, with further improvements planned for 

2026 using specialized software for greater accuracy.

Overpayment of CO Unemployment Insurance: SUTA 

owed by the employer was calculated incorrectly since at 

least 2011.

MEDIUM IMPORTANCE: Correct payroll tax calculations 

are vital to ensuring accurate payments to taxing 

authorities and employees.

IRS and Colorado Department of Labor publications 

provide specific guidance on proper calculation of 

unemployment taxes.⁴⁹ Payroll compliance standards 

emphasize accuracy in tax calculations.⁵⁰ Financial 

stewardship obligations for public funds include proper tax 

administration.⁵¹

YPTC identified estimated overpayments by the District of 

$115K. Amendments are being filed for the prior 3 years as 

allowed by Colorado. The use of a third-party payroll 

provider will prevent this for future returns.

Administrative cost allocation practices: FTE reporting 

did not reflect actual administrative staffing levels. *

MEDIUM IMPORTANCE: Transparency in administrative 

costs is essential for board oversight and public trust. 

Obscuring these costs prevents informed decision-making.

GFOA publications address transparency standards for 

administrative cost reporting. ⁵²Governmental cost 

allocation guidance emphasizes accurate representation of 

administrative functions. ⁵³Public sector reporting 

frameworks recommend clear delineation of administrative 

expenses. ⁵⁴

True FTE counts by department are now reported, 

providing the board with accurate information for resource 

allocation decisions.

Program software configuration issues: Dental program 

software had reporting limitations. *

MEDIUM IMPORTANCE: When program-specific software 

is not properly configured, it affects both service delivery 

efficiency, performance evaluation, and financial reporting 

accuracy.

Healthcare fiscal management standards emphasize 

proper system configuration for accurate reporting.⁵⁵Data 

integrity requirements apply to program-specific software 

integration.⁵⁶System integration is considered fundamental 

to reliable financial reporting.⁵⁷

Configuration issues have been addressed with expert 

assistance, improving both operational efficiency and 

financial reporting accuracy.



Looking Forward: 
Board Consideration While all items identified so far have been corrected, due to the nature and 

extent of the historical issues identified, the Board may wish to consider:

Whether additional review of specific past time periods may be warranted.

If targeted examination of high-risk areas (cash handling, approval 
processes) would provide additional assurance.

What level of historical validation would fulfill the Board’s fiduciary 
responsibility to the public?

How frequently should the Board receive updates on the continued 
effectiveness of newly implemented controls and systems?

What additional financial training or resources would help Board members 
fulfill their financial oversight obligations?
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